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Verify the Customer’s DNS Servers Exist in /etc/resolv.conf

The Appliance deletes the customer’s DNS servers

During an upgrade, the Virtual Appliance (Appliance) lists the customer’s
domain name system (DNS) servers in the /etc/resolv.conf file. In some
situations, the Appliance deletes the contents of resolv.conf—including the
DNS server list—after rebooting or after ten minutes. If resolv.conf does not
list the DNS servers, pause the upgrade, and complete this TIB.

This TIB outlines the following:

1. Search for the customer’s DNS servers in resolv.conf.
2. Add the DNS servers to resolv.conf.

a. Ensure the system-resolved service is inactive.

b. Delete and recreate resolv.conf.

c. Add the customer’s DNS servers to resolv.conf.

Search for the customer’s DNS servers in resolv.conf

1. SSH into the Appliance.
2. Enter the following:

cd /etc/resolv.conf
cat /etc/resolv.conf
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3. Look for the customer’s DNS servers.

220 % L A8 X . [%]0 pmararatc x  [8]10.172242 x . [{]111

root@SHVA-4:~# netplan~C

root@SHVA-4:~# cd /etc/resolv.conf

-bash: cd: /etc/resolv.conf: Not a directory

root@SHVA-4:~# cat /etc/resolv.conf

This 1s /run/systemd/resolve/resolv.conf managed by man:systemd-resolved(8).
Do not edit.

This file might be symlinked as /etc/resolv.conf. If you're looking at
/etc/resolv.conf and seeing this text, you have followed the symlink.

This is a dynamic resolv.conf file for connecting local clients directly to
all known uplink DNS servers. This file lists all configured search domains.

Third party programs should typically not access this file directly, but only
through the symlink at /etc/resolv.conf. To manage man:resolv.conf(5) in a
different way, replace this symlink by a static file or a different symlink.

See man:systemd-resolved.service(8) for details about the supported modes of
operation for /etc/resolv.conf.

E
#
#
#
#
#
#
#
#
#
#
#
#
=
#

nameserver 4
nameserver 1
search .
root@SHVA-4:~# [

4. Enter the following:

systemctl status dnsmasgq

If the customer’s DNS servers match the ones that you searched for in the
previous step, you can proceed with the upgrade.

22 X . [X]8 1722422 X | [X]9 pmararatc X . [R]10.172242 x . [}]11.172242 x  [X]5.1722422 x |/ []]1

# through the symlink at /etc/resolv.conf. To manage man:resolv.conf(5) in a
# different way, replace this symlink by a static file or a different symlink.
#

# See man:systemd-resolved.service(8) for details about the supported modes of
# operation for /etc/resolv.conf.

nameserver 17

nameserver 1

search .

root@SHVA-4:~#|systemctl status dnsmasq

® dnsmasq.service - dnsmasq - A (ightweight DHCP and caching DNS server
Loaded: loaded (/lib/systemd/system/dnsmasq.service;

SHVA-4 dnsmasq : compile time opti IPv6 GNU-getopt DBus no-UBus i18n IDN2 DHCP DHCPv6 no-8
SHVA-4 dnsmasq : using nameserver 0.0.1#8600 for domain consul

SHVA-4 dnsmasq I using nameserver for domain service.consul

SHVA-4 dnsmasq : reading /etc/resolv.conf

SHVA-4 dnsmasq : using nameserver for domain consul

SHVA-4 dnsmasg :_using nameserver 12 for domain service.consul

SHVA-4 dnsmasq : using nameserver )

SHVA-4 dnsmasq : using nameserver 17

SHVA-4 dnsmasq read /etc/hosts - 2 names

AEr 03 2 19 SHVA-4 systemd 2 Staried dnsmasq - A lightweight DHCP and caching DNS server.
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Add the DNS servers

If the DNS servers did not display, complete the following steps to add them
to the resolv.conf file.

Ensure the system-resolved service is inactive

1. Enter the following:
systemctl status systemd-resolved
Ensure that systemd-resolved is inactive.

220 X 4]8.172.2422. X [X]9. pmararatc [X]10.172242 X [R]11.172242 X [%]5 422 [N]13. 172242 X [R]14.17224 2
root@SHVA-4:~# |systemctl status systemd-resolved
o systemd-resolved.service - Network Name Resolution
Loaded: loaded (/lib/systemd/system/systemd-resolved.service; ena ; vendor preset:
Active: inactive (dead)|since Sat 2024-03-09 16:20:15 UTC; 3 ‘weeks 4 days ago
Docs: man:systemd-resolved.service(8)
man:org. freedesktop. resolvel(S)

https://www.freedesktop. or iki/Software/systemd/writing-resolver-clients
Main PID: 719 (code=exited, status CCESS])
Status: "Shutting down..."
: 92ms

:17:40 SHVA-4 systemd-resolved : . IN DS 20326 8 2 906d44b80b8f1d39a95c0b0d7c65d08458e880409bbc683457104E
:17:40 SHVA-4 systemd-resolved : Negative trust anchors: home.arpa 10.1in-addr.arpa 16.172.1in-addr.arpa 1]
SHVA-4 systemd-resolved : Using system hostname 'SHVA-4'.
SHVA-4 systemd : Started Network Name Resolution.
SHVA-4 systemd-resolved : eth®: Bus client set default route setting
SHVA-4 systemd-resolved : eth®: Bus client set DNS server list to:
SHVA-4 systemd-resolved : Clock change detected. Flushing caches.
Mar SHVA-4 systemd : Stopping Network Name Resolution...
Mar SHVA-4 systemd : systemd-resolved.service: Deactivated suc
Mar @9 £20: SHVA-4 systemd : Stopped Network Name Resolution.

root@SHVA-4:~

2. If systemd-resolved is active, enter the following:

systemctl stop systemd-resolved
systemctl disable systemd-resolved

3. Repeat step 1to ensure that systemd-resolved is inactive.
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Delete and recreate resolv.conf

1. Enter the following:
Is -al etc/resolv.conf

This displays the symlink between etc/resolv.conf and its destination file,
run/systemd/resolve/resolv.conf, if it exists. If the symlink does not exist,
proceed to step 3.

220 x . [X]8.1722422 x  [X]9 pmararatc x . [R]10.1722420 x | [X]11.172242 X 24290 X \AIA 13 172242 X/ [R]14.17224 27
Qgr 03 20:25:19 SHVA-4 dnsmasa I usina nameserver #8600 for domain service.consul
root@SHVA-4:~# ~C

root@SHVA-4:~# cat /etc/resolv.conf

# This is /run/systemd/resolve/resclv.conf managed by man:systemd-resolved(8).
# Do not edit.

g IIIIIIII"" Illlili'illl IIIIIIIIIIII Illlllllllll
search .

root@SHVA-4:~# ~C

root@SHVA-4:~#|ls -al /etc/resolv.conf

Lrwxrwxrwx 1 root root 32 Jan 30 21:02|/etc/resolv.conf -> /run/systemd/resolve/resolv.conf
root@SHVA-4:~# I

2. Unlink the symlink by entering the following:
unlink etc/resolv.conf
This deletes resolv.conf.

3. Recreate resolv.conf by entering the following:

vi etc/resolv.conf

Add the customer’s DNS servers to resolv.conf

1. Add and save the customer’s DNS servers to resolv.conf by entering the
following:

<nameserver>: <IP address>
<nameserver>: <IP address>

2. Press ESC, then press Shift + :
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3. Enter the following:

wq!

[X]9. pmararat« X [X]10.172.242. x 4]11.172242 X [4]5.172.24 221 % J13.172.242. X [RN]14.17224.20 X

4. Enter the following to verify resolv.conf saved the DNS servers:

cat /etc/resolv.conf

root@SHVA-4:~# systemctl ~C

root@SHVA-4:~#|cat /etc/resolv.conf

This is /run/systemd/resolve/resolv.conf managed by man:systemd-resolved(8).
Do not edit.

This file might be symlinked as /etc/resolv.conf. If you're looking at
/etc/resolv.conf and seeing this text, you have followed the symlink.

This 1s a dynamic resolv.conf file for connecting local clients directly to
all known uplink DNS servers. This file lists all configured search domains.

Third party programs should typically not access this file directly, but only
through the symlink at /etc/resolv.conf. To manage man:resolv.conf(5) in a
different way, replace this symlink by a static file or a different symlink.

HEHHBEHEEHREEESE RS

See man:systemd-resolved.service(8) for details about the supported modes of
operation for /etc/resolv.conf.

nameserver 1
nameserver
search .
root@SHVA-4:~# [J

5. Enter the following to restart the dnsmasq service:

systemctl restart dnsmasq
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6. Enter the following to ensure resolv.conf lists the customer’s DNS servers:

cat /etc/resolv.conf
systemctl status dnsmasgq
systemctl restart traefik

[X]10. 1722420 X LY 172242 X 41517224221 X [N]13. 172242 X [X]14.17224 2

root@SHVA # svstemctl restart dnsmasg™C
root@SHVA- #|cat /etc/resolv.conf~C
root@SHVA-4:~#|systemctl status dnsmasq
® dnsmasq.service - dnsmasq - A Lightweight DHCP and caching DNS server
Loaded: lo ded (/Lib/systemd/system/dnsmasq.service; enabled; vendor preset: enabled)
Active: a e (running) since Wed 2024-04-03 20:25:19 UTC; 5min ago
Process: 2907854 ExecStartPre=/etc/init.d/dnsmasq checkconflg (code=exited, status=0
Process: 2907862 ExecStart=/etc/init.d/dnsmasq systemd exec (code=exited, status=0
872 ExecSt onf (code=e
2 T
19 SHVA-4 dnsmasq ¢ using nameserver 1#8600 for domain consul
19 SHVA-4 dnsmasq : using nameserver 1#8600 for domain service.consul
20:25:19 SHVA-4 dnsmasq : using|nameserver 1#53
20:25:19 SHVA-4 dnsmasq : using|nameserver o #53
dnsmasq read /etc/hosts - 2 names
-4 systemd » Started dnsmasq - A lightweight DHCP and caching DNS server.

At this point, continue the upgrade.

Related lJira issues

DEVOPS-5150 DNS nameservers are deleted after upgrade from PM 2.2.x
(SHVA 4.2.2) to PM 2.3.5 (SHVA 4.3.2)

TIB obsolescence

Archive this TIB when all customers upgrade to PM version 2.4.0.
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